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ABSTRACT 
A wireless sensor network (WSN) consists of tiny, 
low-powered sensors communicating with each 
other possibly through multi-hop wireless links 
and collaborating to accomplish a common tasks. 
As a bridge between physical and virtual in- 
formation worlds, WSN collects data from it 
surrounding environment and communicate it to 
the digital world, such as computers. The 
effectiveness of a wireless sensor network relies 
on the underlying routing protocol. In this paper 
we analyze the performance of reactive routing 
protocol, the simulation shows that the new 
method gives better results than the old approach. 
 
Keywords: Energy efficiency, Wireless sensor 
Networks, Routing, Life time, Throughput, End to 
end delay, Packet delivery ratio. 
 
INTRODUCTION 
Wireless sensor networks (WSNs) consist of small 
and tiny devices that have been scattered over a 
distant area to monitor many events such as border 
surveillance, temperature, and humidity [1]. These 
small nodes suffer from many resource constraints 
such as battery and computation. Therefore, they 
should be preserved as long as possible to reach 
the monitoring goals.  
 
 

 
Wireless sensor networks (WSNs) have received 
significant research attention in recent years, due 
to their characteristic of low cost and highly 
adaptive nature [14]. WSNs can be adapted for 
numerous applications, such as target tracking, 
disaster warning, and wearable devices, etc. We 
can foresee that a WSN has broad application 
prospects in the future, which can greatly impact 
lives. Meanwhile, there are still numerous research 
aspects remaining to be explored in WSN 
applications, including localization, data 
aggregation, data transmission and energy 
efficiency. 
 
It is also necessary to design the algorithms that 
consume low resources from sensor devices. 
Providing reliability for communication links in 
WSNs is a challenging problem due to leveraging 
shared error-prone communication medium, which 
causes packet loss. Multiple retransmissions may 
need to forward a packet at each hop resulting in 
resources consumption and long delays. 
Provisioning quality of service (QoS) for routing is 
a challenging issue in WSNs. QoS routing should 
take into account multiple constraints such as end-
to-end reliability, delay, and energy-efficiency. 
Some of these constraints are contradictory and 
only soft QoS provisioning is achievable. Here, 
soft QoS means that the route meets the QoS 
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requirements with a probability that is good 
enough for the specific purpose.  
 
Several works have been done to utilize multiple 
paths to meet the QoS requirements. Surely, 
sending the sensed packets via multiple paths can 
provision the QoS requirements, but it has some 
disadvantages such as exploiting more nodes 
results in consuming more energy from power 
constraints nodes and sending packets from 
multiple links may create interference on wireless 
channels and retransmissions are needed. 
 
Routing technique plays a vital role in the wireless 
sensor network. It is extremely difficult to assign 
the global ids for a large number of deployed 
sensor nodes [16]. Thus, traditional protocols may 
not be applicable for WSN. Unlike conventional 
wireless communication networks (MANET, 
cellular network, etc.),WSN has inherent 
characteristics. It is highly dynamic network and 
specific to the application, and additionally it has 
limited energy, storage, and processing capability. 
These characteristics make it a very challenging 
task to develop a routing protocol. In most of the 
scenarios, multiple sources are required to send 
their data to a particular base station. The nodes 
near to the sink deplete more energy and hence 
eventually die. This causes partitioning of the 
network; consequently, the lifetime of the network 
gets to reduce. This phenomenon is known as 
hotspots or energy hole problem. A mobile sink is 
used in the network to overcome this problem. 
 
In WSN, the main task of each sensor is to 
transmit its sensed data periodically to the Base 
station (BS). The simplistic approach to achieve 
this is Direct Transmission, which allows nodes to 
directly communicate with BS.  However, it leads 
to uneven energy depletion among the sensor 
nodes. Therefore, the nodes which are placed far 
from the BS, would drain out faster in comparison 
to the nodes which are placed closer to the BS. 
The high disparity in energy consumption of 
nodes, ultimately shortens the overall network 
lifetime, violating the basic criteria of wireless 
sensor networks [13]. 

 
The rest of this paper is organized as follows in the 
first section we describe an introduction of about 
the routing scheme in wireless sensor networks. In 
section II we discuss about the jamming attacks in 
wireless sensor networks, In section III we discuss 
about the related work. Finally in section IV we 
conclude and discuss the future scope. 
 
II ROUTING PROTOCOLS 
In order to facilitate communication within the 
network, a routing protocol is used to discover 
routes between nodes. The primary goal of such an 
ad-hoc network routing protocol is correct and 
efficient route establishment between a pair of 
nodes so that messages may be delivered in a 
timely manner. Route construction should be done 
with a minimum of overhead and bandwidth 
consumption. 
 
An Ad-hoc routing protocol is a convention or 
standard that controls how nodes come to agree 
which way to route packets between computing 
devices in a MANET. In ad-hoc networks, nodes 
do not have a priori knowledge of topology of 
network around them, they have to discover it.  
The basic idea is that a new node announces its 
presence and listens to broadcast announcements 
from its neighbors. The node learns about new 
near nodes and ways to reach them, and announces 
that it can also reach those nodes. As time goes on, 
each node knows about all other nodes and one or 
more ways how to reach them. 
Routing algorithms have to: 
 Keep routing table reasonably small 
 Choose best route for given destination 
(this can be the fastest, most  
Reliable, highest throughput, or cheapest route) 
 Keep table up-to-date when nodes die, 
move or join 
 Require small amount of messages/time to 
converge 
In a wider context, an ad-hoc protocol can also 
mean an improvised and often impromptu protocol 
established for a particular specific purpose. Since 
the advent of DARPA packet radio networks in the 
early 1970s, numerous protocols have been 

www.ijirtm.com                                                                                                                                     70 

 

http://www.ijirtm.com/


                                                        ISSN: 2581-3404 (Online) 
International Journal of Innovative Research in Technology and 

Management (IJIRTM), Volume-3, Issue-6, 2019     
 

developed for ad-hoc mobile networks. Such 
protocols must deal with the typical limitations of 
these networks, which include high power 
consumption, low bandwidth, and high error rates. 
As shown in Figure 1 below, these routing 
protocols may generally be categorized as: (a) 
table-driven and (b) source-initiated on-demand 
driven. Solid lines in this figure represent direct 
descendants while dotted lines depict logical 
descendants. Despite being designed for the same 
type of underlying network, the characteristics of 
each of these protocols are quite distinct. 
 
Routing is the process of finding a path from a 
source to destination among randomly distributed 
routers. The broadcasting is inevitable and a 
common operation in ad-hoc network. It consists 
of diffusing a message from a source node to all 
the nodes in the network. Broadcast can be used to 
diffuse information to the whole network. It is also 
used for route discovery protocols in ad-hoc 
networks. The routing protocols are classified as 
follows on the basis of the way the network 
information is obtained in these routing protocols. 
 
III PERFORMANCE METRICS 
The efficacy of the proposed protocol has been 
demonstrated by using the standard performance 
metrics like control packet overhead, energy 
consumption, end-to-end latency, packet delivery 
ratio and network lifetime [16]. 
 
 Control packet overhead: It is the energy 

consumption at each sensor node due to 
the transmission and reception of control 
packets. These packets are not data. The 
control packets are used in neighbour 
discovery, route construction, cluster 
formation, maintenance process, and so 
on. This metric is called an overhead 
because the packet transmission and 
reception, other than data, is a burden to 
the network. 

 Energy consumption: It is the total energy 
consumption at each sensor node due to 
transmitting, receiving, listening, 
processing and sleeping. The routing 

protocol computes the energy 
consumption based on the energy model. 
This metric indicates as to how efficiently 
a protocol works in the network. 

 End-to-End Latency: The end-to-end 
latency is measured as the time taken for a 
data packet to transmit over a network 
from source to sink. It considers all types 
of delay such as queuing delay, route 
discovery delay, processing delay and so 
on. This metric indicates the robustness of 
the routing protocol. 

 Packet delivery ratio: It is measured as the 
ratio of the data packet received at the sink 
to the data packet sent by the sensor 
nodes. It defines the successful delivery of 
the data. The protocol with the better 
delivery ratio is considered to be 
consistent. This metric also signifies the 
reliability of the routing protocol. 

 Network lifetime: This metric indicates 
the duration for which the sensor network 
is fully functional. It depends on different 
applications. The lifetime of the network 
can be a time span when the first sensor 
dies, a percentage of sensors die, the 
network partitions, or the loss of coverage 
occurs. In this paper, the network lifetime 
is the time span when the sensor network 
is partitioned into two or more networks 
and some of the nodes cannot send their 
sensed data to the sink. From the 
perspective of the network layer, the 
control packets are exchanged for route 
discovery, establishment, and maintenance 
reflected the routing overhead, which 
directly affects the network lifetime. 

 
IV PROPOSED WORK  
Energy-efficient data routing is a major research 
challenge in wireless sensor networks. Researchers 
are working in this area from long time, still it has 
research gap when it comes to different kinds of 
applications. 
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Fig 1: Simulation environment for the 
experimental work. 
 

 
 
Fig 2: Simulation environment with the shell 
script running file. 

 
 
Fig 3: The above picture depicts that the 
experimental comparison between the old and new 
approach. 
 
V CONCLUSION AND FUTURE SCOPE 
Provisioning quality of service (QoS) for routing is 
a challenging issue in WSNs. QoS routing should 
take into account multiple constraints such as end-
to-end reliability, delay, and throughput. We 
propose reliable routing algorithm, which 
considers dynamics of links in finding a path from 
a source to a destination by considering QoS 
constraints such as end-to-end reliability, 
throughput and delay. In this paper we proposed 
the approach for routing scheme using reactive 
protocol and compare the performance with an 
existing approach, our simulated result shows 
better results. 
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